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Overall description
CT1 thanks SA1 for their reply LS C1-173839/S1-173552 on unified Access Control for 5G NR wherein SA1 has reached agreements on unified access control (UAC) for 5GS.

CT1 would like to seek clarifications from SA1 about stage 1 requirements on UAC in TS 22.261, specifically on the following points: 
1) CT1 has discussed how access categories are defined in section 6.22 of TS 22.261. However, some condition of categories, especially for access categories “1”, “2”, “3”, and “32-63” are still ambiguous. Thus CT1 would like to ask SA1 the following:

Question 1: In EPS, according to TS 22.011, a UE configured for EAB initiating an emergency call shall ignore any EAB information that is broadcast by the network. Is CT1's understanding correct that according to TS 22.261 the priority between access category 2 (delay tolerant service) and access category 3 (emergency) has been reverted, i.e. a UE configured for delay tolerant service initiating an emergency call shall use access category 2 (instead of 3)?
Question 2: What is the relationship between the terms “configured for EAB” and “configured for delay tolerant service”? Are they equivalent terms or are they referring to exactly the same configuration”?
Question 3: Are stage-1 requirements specified in TS 22.011 subclause 4.3.4 "Extended Access Barring" and in TS 22.011 subclause 4.3.1 "Access Class Barring" applicable in 5GS?
Question 4: Is there any requirement to perform the access control for “operator-defined access categories” for roaming UEs?

Question 5: What are the criteria for determination that an access attempt is to be categorized to an operator-defined access category?
2) CT1 discussed the text in TS 22.261 stating “In unified access control, each access attempt is categorized into one of the access categories”. It seems that only one access category is applied for each access attempt but if an operator defines an IoT service/application as one of access categories 32-63 (let’s say access category “32”), then if the UE is configured for delay tolerant service and subject to access control for access category 2, then the access attempt can be categorized to either of the two access categories (2 and 32). Also, there is an editor’s note related to UEs that have multiple access categories in TS 22.261 (copies below).
The unified access control supports extensibility to allow inclusion of additional standardized access categories and supports flexibility to allow operators to define operator-defined access categories using their own criterion (e.g. applications, network slicing aspects)

Editor's note:
It is FFS whether changes are needed for the handling of network slices and for the handling of UEs that have multiple access categories.

Thus CT1 would like to ask SA1 the following:

Question 6: When there are several access categories (e.g. an operator-specific category and a standardized access category) to which an access attempt can be categorized, are all these access categories considered applicable to the access attempt, or shall the UE select only one of them, and if so, based on which selection criteria?
3) CT1 discussed the need for access control for network slicing in TS 22.261 below and would like to ask SA1 the following:

The unified access control supports extensibility to allow inclusion of additional standardized access categories and supports flexibility to allow operators to define operator-defined access categories using their own criterion (e.g. applications, network slicing aspects)

Editor's note:
It is FFS whether changes are needed for the handling of network slices and for the handling of UEs that have multiple access categories.

Question 7: Is it correct the understanding that UAC should be applied for network slicing? It seems that the current text in TS 22.261 refers only to operator-defined access categories. Shall also standardized access categories be considered?
4) CT1 notices that depending on the layer(s) at the UE which detect the access attempt and perform access categorization, not all types of access attempts can be detected and/or blocked in connected mode. For example: 

a. the operator defined AC 33 barring application X

b. the UE establishes a PDU session for application Y using the internet APN

c. the UE goes to connected mode

d. application X (also using the internet APN) starts sending data

In the scenario above, the application X cannot be prevented from sending data over the PDU session to the internet APN.
CT1 also discussed the text in TS 22.261 stating “The unified access control framework shall be applicable to UEs in RRC Idle, RRC Inactive, and RRC Connected at the time of initiating a new access attempt (e.g. new session request)” and would like to ask SA1 the following:

Question 8: What does “(e.g. new session request)” in “at the time of initiating a new access attempt” mean?
5) CT1 notices that access categories 1 and 2 are defined in a way that UEs with access classes in range 11-15 and UEs configured for delay tolerant service cannot decide the access category (except for access category 0) before reading the part of the barring control information related to determination of access category 1 and access category 2 (as indicated in NOTE 2 and NOTE 3 of Table 6.22.2-1 of TS 22.261). This implies that no matter which layer(s) in the UE would make a decision on the access category, such layer(s) must fetch this part of the barring control information broadcast from the gNB before being able to make a decision on the access category.
Question 9: Will the NR RRC layer provide the part of the barring control information related to determination of access category 1 and access category 2 (as indicated in NOTE 2 and NOTE 3 of Table 6.22.2-1 of TS 22.261) to the layers(s) in charge of access category decision?
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Actions
To SA1 group
ACTION: 
CT1 kindly asks SA1 to provide answers to questions 1-8 above and their feedback.
To RAN2 group

ACTION: 
CT1 kindly asks RAN2 to provide answer to question 9 above and their feedback.
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